Qorvo Mobile Application Privacy Notice

Last modified: October 4, 2021

1. **Introduction**

Qorvo International Ltd. ("Qorvo" or "We") respects your privacy and are committed to protecting it through our compliance with this Mobile Application Privacy Notice (the “Mobile Application Privacy Notice”). This Mobile Application Privacy Notice describes:

- The types of information we may collect or that you may provide when you download, install, access, or use one of Qorvo’s mobile applications available from an official mobile application store, such as the Apple App Store® or the Google Play Store ® (each, an “Application”).
- Our practices for collecting, using, maintaining, protecting, and disclosing that information.

This policy applies only to information we collect in our Applications. This Mobile Application Privacy Notice DOES NOT apply to information that:

- We collect offline or on any other Qorvo applications or websites.
- You provide to or is collected by any third party other than a crash analysis functionality provider (see Third-Party Information Collection).

Our websites and other applications and these other third parties may have their own privacy notices, which we encourage you to read before providing information on or through them.

Please read this policy carefully to understand our policies and practices regarding your information and how we will treat it. If you do not agree with our policies and practices, do not download or use our Applications. By downloading or using our Applications, you agree to this Mobile Application Privacy Notice. This Mobile Application Privacy Notice may change from time to time (see Changes to Our Mobile Application Privacy Notice). Your continued use of our Applications after we revise this Mobile Application Privacy Notice means you accept those changes, so please check the policy periodically for updates.

2. **Children Under the Age of 13**

Our Applications are not intended for children under 13 years of age, and we do not knowingly collect personal information from children under 13. If we learn we have collected or received personal information from a child under 13 without verification of parental consent, we will delete that information. If you believe we might have any information from or about a child under 13, please contact us at privacy@qorvo.com or through any of the contact information provided below.

3. **Information We Collect and How We Collect It**

Throughout this Mobile Application Privacy Notice, the term “personal information” means any information that identifies, relates to, describes, references, is capable of being associated with, or could reasonably be linked, directly or indirectly, with a particular individual or their device.
However, personal information does not include any deidentified or aggregated consumer information.

We automatically collect information from and about users of our Applications when they use one of our Applications and such Application experiences a crash or other bug, or when you report an issue through the Application. The information we collect is collected through the use of crash reporting and debugging tools provided by third parties, such as Google Firebase Crashlytics® and Apple App Analytics®. These third parties may receive this information to help identify the root causes of issues you experience with our Applications and to provide us with information about such issues. These third parties may track your online activities over time and across different websites and other online services. We do not control these third parties’ technologies or how they may be used. When you download, access, and use an Application and that Application experiences an issue, these third parties may automatically collect the following types of personal information:

- **Usage Details.** When you experience an issue when you access and use the Applications, we may automatically collect certain details of your access to and use of the Applications, including traffic data, location data, logs, and other data and the resources that you access and use on or through the Applications that may be relevant to assist us in debugging bugs, crashes, and other similar unintended events.

- **Device Information.** We may also collect information about your mobile device and internet connection when you experience an issue with our Applications, including the device’s unique device identifier, IP address, operating system, browser type, and mobile network information.

- **Location Information.** Our Applications do not collect real-time information about the location of your device.

4. **How We Use Your Information**

We use information that we collect about you or that you provide to us when reporting an issue, including any personal information, to identify and repair errors in our Applications that impair existing intended functionality as well as to develop, improve, or demonstrate our Applications and other products and services. We keep this information in any identifiable form only for as long as necessary to accomplish these purposes, and we either delete or anonymize the information upon completion.

5. **Disclosure of Your Information**

We may disclose aggregated information about our users, and information that does not identify any individual or device, without restriction.

In addition, we may disclose personal information that we collect or you provide:

- To our subsidiaries and affiliates.

- To contractors, service providers, and other third parties we use to support our business, such as crash analytics providers (Google and Apple).
• To a buyer or other successor in the event of a merger, divestiture, restructuring, reorganization, dissolution, or other sale or transfer of some or all of Qorvo’s assets, whether as a going concern or as part of bankruptcy, liquidation, or similar proceeding, in which personal information held by Qorvo about our Applications’ users is among the assets transferred.

• To comply with any court order, law, or legal process, including to respond to any government or regulatory request.

• To enforce our rights arising from any contracts entered into between you and us, including the Applications EULA.

• If we believe disclosure is necessary or appropriate to protect the rights, property, or safety of Qorvo, our customers or others.

• For any other purpose disclosed by us when you provide the information.

• With your consent.

6. **Accessing and Correcting Your Personal Information**

You may send us an email at privacy@qorvo.com to request access to, correct, or delete any personal information that you have provided to us. We may not accommodate a request to change information if we believe the change would violate any law or legal requirement or cause the information to be incorrect.

7. **Jurisdiction Specific Privacy Rights**

The law in some jurisdictions may provide you with additional rights regarding our use of personal information. To learn more about any additional rights that may be applicable to you in one of these jurisdictions, please see the privacy addendum for your jurisdiction referenced below and attached to this Mobile Application Privacy Notice.

**In the European Economic Area, United Kingdom, or Switzerland**

If you are located in the European Economic Area, the United Kingdom, or Switzerland, applicable laws in these jurisdictions may provide you with additional rights regarding our use of your personal information. To learn more about these rights, please visit our GDPR Application Privacy Addendum.

**Your California Privacy Rights**

If you are a California resident, California law may provide you with additional rights regarding our use of your personal information. To learn more about your California privacy rights, visit our California Application Privacy Addendum.

8. **Data Security**

We have implemented measures designed to secure your personal information from accidental loss and from unauthorized access, use, alteration, and disclosure.

Unfortunately, the transmission of information via the internet and mobile platforms is not completely secure. Although we do our best to protect your personal information, we cannot
guarantee the security of your personal information transmitted through our Applications. Any transmission of personal information is at your own risk. We are not responsible for circumvention of any privacy settings or security measures we provide.

9. **Changes to Our Mobile Application Privacy Notice**

We may update our Mobile Application Privacy Notice from time to time. If we make material changes to how we treat our users’ personal information, we will post the new Mobile Application Privacy Notice on this page and notify you by an alert in the applicable Application the first time you use an Application after we make the change.

The date this Mobile Application Privacy Notice was last revised is identified at the top of the page. You are responsible for periodically visiting this Mobile Application Privacy Notice to check for any changes.

10. **Contact Information**

To ask questions or comment about this Privacy Notice and our privacy practices, contact us at

Qorvo US, Inc.  
7628 Thorndike Road  
Greensboro, NC 27409  
USA  
Phone: +1 (336) 664-1233  
Email: privacy@qorvo.com.
Qorvo GDPR Application Privacy Addendum

1. **Introduction**

This GDPR Application Privacy Addendum (the “GDPR Application Privacy Addendum”) supplements the information contained in the Qorvo Mobile Application Privacy Notice and applies solely to users of our Applications who are located in the European Economic Area, the United Kingdom, or Switzerland. We adopt this GDPR Application Privacy Addendum to comply with the EU General Data Protection Regulation (2016/679), any implementing acts of the foregoing by any of the member states of the European Economic Area (including Switzerland) (collectively, the “GDPR”), and the United Kingdom General Data Protection Regulation (“UK-GDPR”). Any terms defined in the GDPR or in our Qorvo Mobile Application Privacy Notice have the same meaning when used in this GDPR Application Privacy Addendum. When applicable to you, this GDPR Application Privacy Addendum takes precedence over anything contradictory in our Qorvo Mobile Application Privacy Notice.

2. **Data Controller, Data Protection Officer, and Representative**

Qorvo US, Inc., is the controller of your personal information. Qorvo has appointed a Data Protection Officer in compliance with the GDPR and the UK-GDPR. Although Qorvo US, Inc. is located in the United States, Qorvo US, Inc. has establishments in the European Union and the United Kingdom and does not require a representative in the European Union. Qorvo and its Data Protection Officer may each be contacted in any manner described below in the “Contact Information” section of this GDPR Application Privacy Addendum.

3. **Lawful Basis for Processing Your Personal Data**

The processing of personal data for individuals located in the European Economic Area or Switzerland is only lawful if permitted under the GDPR, and for individuals located in the United Kingdom, only if permitted under the UK-GDPR. We have a lawful basis for each of our processing activities that occur when you use our Applications:

- **Legitimate Interests.** We will process your personal information as necessary for our legitimate interests. Our legitimate interests are balanced against your rights and freedoms and we do not process your personal information if your rights and freedoms outweigh our legitimate interests. Our legitimate interests are to identify and repair errors in our Applications that impair existing intended functionality as well as to develop, improve, or demonstrate our Applications and other products and services.

- **For Our Performance Under Our End User License Agreement.** We process your personal information as necessary for our performance and to exercise our rights under our End User License Agreement for our Applications.

- **As Required by Law.** We may also process your personal information when we are required or permitted to by law; to comply with government inspections, audits, and other valid requests from government or other public authorities; to respond to legal process such as subpoenas; or as necessary for us to protect our interests or otherwise pursue our legal rights and remedies (for instance, when necessary to prevent or detect fraud, attacks against our network, or other criminal and tortious activities), defend litigation, and manage complaints or claims.
• **Consent.** By using our Applications, you consent to our collection, use, and sharing of your personal data as described in our Qorvo Mobile Application Privacy Notice and this GDPR Application Privacy Addendum. Although our processing of your personal information is generally based on one of the above lawful bases and your consent is not required, if you do not consent to this collection, use, and sharing, do not use our Applications.

4. **Special Categories of Personal Information**

Qorvo does not ask you to provide, and we do not knowingly collect, any special categories of personal information.

5. **Automated Decision Making**

Qorvo does not use your personal information with any automated decision making process, including profiling, which may produce a legal effect concerning your or similarly significantly affect you.

6. **Your Rights Regarding Your Information and Accessing and Correcting Your Information**

The GDPR or UK-GDPR may provide you with certain rights with regards to our processing of your personal information.

• **Access and Update.** You can review and change your personal information by notifying us through the Contact Information below to ensure that it is complete, accurate, and as current as possible. We may also not be able to accommodate your request if we believe it would violate any law or legal requirement or cause the information to be incorrect.

• **Restrictions.** You have the right to restrict our processing of your Personal Data under certain circumstances. In particular, you can request we restrict our use of it if you contest its accuracy, if the processing of your personal information is determined to be unlawful, or if we no longer need your personal information for processing but we have retained it as permitted by law.

• **Portability.** Because we do not process your personal information collected through our Applications based on your consent or through any automated means, we are unable to provide you with a copy of your personal data in a structured, commonly used, machine-readable format and we are unable to transmit this personal information to another controller.

• **Withdrawal of Consent.** To the extent that our processing of your personal information is based on your consent, you may withdraw your consent at any time by contacting us through the methods described in Contact Information below. Withdrawing your consent will not, however, affect the lawfulness of the processing based on your consent before its withdrawal, and will not affect the lawfulness of our continued processing that is based on any other lawful basis for processing your Personal Data.
Right to be Forgotten. You have the right to request that we delete all of your personal information. We may not accommodate a request to erase information if we believe the deletion would violate any law or legal requirement or cause the information to be incorrect. In all other cases, we will retain your personal information as set forth in this policy. In addition, we cannot completely delete your personal information as some data may rest in previous backups. These will be retained for the periods set forth in our disaster recovery policies.

Complaints. You have the right to lodge a complaint with the applicable supervisory authority in the country you live in, the country you work in, or the country where you believe your rights under applicable data protection laws have been violated. However, before doing so, we request that you contact us directly in order to give us an opportunity to work directly with you to resolve any concerns about your privacy.

How You May Exercise Your Rights. You may exercise any of the above rights by contacting us through any of the methods listed under Contact Information below. If you contact us to exercise any of the foregoing rights, we may ask you for additional information to verify your identity. We reserve the right to limit or deny your request if you have failed to provide sufficient information to verify your identity or to satisfy our legal and business requirements. Please note that if you make unfounded, repetitive, or excessive requests (as determined in our reasonable discretion) to access your personal information, you may be charged a fee subject to a maximum set by applicable law.

7. Consent to Processing of Personal Data Outside the European Economic Area

If you are located in the European Economic Area ("EEA"), in order to provide our Applications to you, we may send and store your Personal Data outside of the EEA, including to the United States. Accordingly, your personal information may be transferred outside the country where you reside or are located, including to countries that may not or do not provide an equivalent level of protection for your personal information. Your information may be processed and stored in the United States and United States federal, state, and local governments, courts, or law enforcement or regulatory agencies may be able to obtain disclosure of your information through the laws of the United States. By using our Applications, you represent that you have read and understood the above and hereby consent to the storage and processing of your Personal Data outside the country where you reside or are located, including in the United States.

Your personal information is transferred by Qorvo to another country only if it is required or permitted under applicable data protection law and provided that there are appropriate safeguards in place to protect your personal information. To ensure your personal information is treated in accordance with our Qorvo Mobile Application Privacy Notice and this GDPR Application Privacy Addendum, Qorvo uses Data Protection Agreements between Qorvo and all other recipients of your data that include, where applicable, the Standard Contractual Clauses adopted by the European Commission (the “Standard Contractual Clauses”). The European Commission has determined that the transfer of personal information pursuant to the Standard Contractual Clauses may provide for an adequate level of protection of your personal information, but may need to be supplemented with additional measures on a case-by-case basis. When we believe this to be appropriate and necessary, these Standard Contractual Clauses have been supplemented in
this way. Under these Standard Contractual Clauses, you have the same rights as if your data was not transferred to such third party. You may request a copy of the Data Protection Agreement by contacting us through the Contact Information below.

8. **Data Retention Periods**

The criteria Qorvo will use to determine how long to retain your personal information includes:

- For as long as necessary to identify and repair the errors in our Applications described by the crash reports containing your personal information;
- For as long as necessary to comply with any legal requirement; and
- For information on our backup and disaster recovery systems, in accordance with our backup and disaster recovery policies and procedures.

For data that has been aggregated or otherwise rendered anonymous in such a manner that you are no longer identifiable, indefinitely.

9. **Changes to this GDPR Application Privacy Addendum**

Qorvo reserves the right to change this GDPR Application Privacy Addendum at any time. If we make material changes to how we treat our users’ personal information, we will post the new GDPR Application Privacy Addendum on this page and notify you by an alert in the applicable Application the first time you use an Application after we make the change.

The date this GDPR Application Privacy Addendum was last revised is identified at the top of the page. You are responsible for periodically visiting this GDPR Application Privacy Addendum to check for any changes.

10. **Contact Information**

If you have any questions or comments about this GDPR Application Privacy Addendum, the ways in which Qorvo collects and uses your information described above and in this GDPR Application Privacy Addendum, your choices and rights regarding such use, or wish to exercise your rights under GDPR or the UK-GDPR, please do not hesitate to contact us through any of the contact information for the nearest Qorvo location listed below:

- **Qorvo US, Inc.**: 7628 Thorndike Road, Greensboro, NC 27409, USA, +1-336-664-1233
- **Qorvo Munich GmbH**: Konrad-Zuse-Platz 1, 81829 Munich, Germany, tel.: +49 (0)89 99628 2600
- **Qorvo Germany GmbH**: Löffelholzstraße 20, 90441 Nuremberg, Germany, tel.: +49 (0)911 9411 233
- **Qorvo Netherlands B.V.**: Prins Bernhardplein 200, 1097 JB Amsterdam, The Netherlands, tel.: +31 205 214777
- **Qorvo Utrecht B.V.**: Leidseveer 10, 3511 SB Utrecht, The Netherlands; tel.: +31 30 262 1157
- **Qorvo Belgium NV**: Spinnerijstraat 14, 9240 Zele, Belgium, tel.: +32 52 45 87 20
- **Qorvo UK Limited**: 3 Waterside Drive, Arlington Business Park, Theale, Reading RG7 4SW, UK, tel. +44 118 9167250
- **Qorvo UK Limited (French Branch)**: ZAC des Ramassiers, Numbero 1, Allee Maurice MAGRE, 31770, Colomiers, France, tel.: +33 6 87699050
• **Qorvo Denmark ApS**: Bejlerholm 1, 9400 Norresundby, Denmark, including its Swedish branch, tel.: +45 96730441, ext. 732501
• Energiakuja 3, 00180 Helsinki, Finland, tel.: +35 8503026822.

The Data Protection Officer for Qorvo Munich GmbH and Qorvo Germany GmbH, and contact for EU data privacy inquiries, is:

Alef Völkner

fox-on Datenschutz GmbH

Pollerhofstraße 33a

51789 Lindlar

Germany

Email: dsb@fox-on.com

Tel.: +49 (0) 22 66 – 9015 920
Qorvo Privacy Notice Addendum for California Residents

Effective Date: [DATE]
Last Reviewed on: [DATE]

1. Introduction

This Privacy Notice Addendum for California Residents (the “California Application Privacy Addendum”) supplements the information contained in Qorvo’s Mobile Application Privacy Notice and describes our collection and use of personal information. This California Application Privacy Addendum applies solely users our our Applications who reside in the State of California (“consumers” or “you”). We adopt this notice to comply with the California Consumer Privacy Act of 2018 (“CCPA”) and any terms defined in the CCPA have the same meaning when used in this notice.

Note that this California Application Privacy Addendum does not apply to employment-related personal information collected from our California-based employees, job applicants, contractors, or similar individuals. Please contact your local human resources department if you are a California employee and would like additional information about how we process your personal information. Unless otherwise amended, this exemption will expire on January 1, 2023.

Where noted, this California Application Privacy Addendum also does not apply to personal information reflecting a written or verbal business-to-business communication. Unless otherwise amended, this exemption will expire on January 1, 2023.

2. Information We Will Collect

We may collect certain personal information through your use of our Applications as further described in our Mobile Application Privacy Notice. In particular, Qorvo’s Applications collect, and over the prior twelve (12) months have collected, the following categories of personal information from users of our Applications:

<table>
<thead>
<tr>
<th>Category</th>
<th>Applicable Pieces of Personal Information Collected</th>
</tr>
</thead>
<tbody>
<tr>
<td>A. Identifiers.</td>
<td>A unique personal identifier, online identifier, Internet Protocol address, or other similar identifiers.</td>
</tr>
<tr>
<td>F. Internet or other similar network activity.</td>
<td>Information on your interaction with our Applications, including log files.</td>
</tr>
</tbody>
</table>

3. Use of Personal Information

We use your personal information for the purposes described in the Mobile Application Privacy Notice. Qorvo will not collect additional categories of personal information or use the personal information we collected for materially different, unrelated, or incompatible purposes without providing you notice.
4. **Sources of Personal Information**

Qorvo obtains the categories of personal information listed above from the categories of sources described in our Mobile Application Privacy Notice.

5. **Sharing Personal Information**

Qorvo may disclose your personal information to third parties for one or more business purposes. When we disclose personal information for a business purpose, we enter a contract that describes the purpose and requires the recipient to both keep that personal information confidential and not use it for any purpose except performing the contract. We do not sell your personal information for monetary or other valuable consideration.

**Disclosures of Personal Information for a Business Purpose**

In the preceding twelve (12) months, Qorvo has disclosed the following categories of personal information for one or more business purposes to the listed categories of third parties:

- **A. Identifiers**: service providers (such as Apple and Google to collect crash data through their respective crash reporting functionality); affiliates, parents, and subsidiary organizations of Qorvo.
- **F. Internet or other similar network activity**: service providers (such as Apple and Google to collect crash data through their respective crash reporting functionality); and affiliates, parents, and subsidiary organizations of Qorvo.

6. **Your Rights and Choices**

The CCPA provides California residents with specific rights regarding their personal information. This section describes your CCPA rights and explains how to exercise those rights. You may exercise these rights yourself or through your authorized agent.

**Access to Specific Information and Data Portability Rights**

You have the right to request that Qorvo disclose certain information to you about our collection and use of your personal information over the past 12 months (a “Right to Know” request). You also have the right to request that we provide you with a copy of the specific pieces of personal information that we have collected or created about you. If you make a request for the specific pieces of personal information electronically, we will provide you with a copy of your personal information in a portable and, to the extent technically feasible, readily reusable format that allows you to transmit the personal information to another third-party. You must specifically describe if you are making a Right to Know request or a request for the specific pieces of personal information. If you would like both the information about our collection and use over the past twelve (12) months and a copy of the specific pieces of Personal Data, you must make both requests clear in your email. If it is not reasonably clear from your request, we will only process your request as a Right to Know request.

Once we receive your request and verify your identity (see Exercising Access, Data Portability, and Deletion Rights), we will disclose to you:

For Right to Know requests:

- The categories of personal information we collected about you.
• The categories of sources for the personal information we collected about you.
• Our business or commercial purpose for collecting or selling that personal information.
• The categories of third parties with whom we share that personal information.
• If we sold or disclosed your personal information for a business purpose, two separate lists disclosing:
  • sales, identifying the personal information categories that each category of recipient purchased; and
  • disclosures for a business purpose, identifying the personal information categories that each category of recipient obtained.

For requests for specific pieces of personal information:

• The specific pieces of personal information we collected about you (also called a data portability request). We will not provide this information if the disclosure would create a substantial, articulable, and unreasonable risk to your personal information or the security of our Applications, systems, or networks.

Deletion Request Rights
While the CCPA provides the right to request that Qorvo delete any of your personal information that we collected from you and retained, Qorvo is generally unable to provide you with this right regarding the personal information collected from your use of our Applications because our retention of this information is necessary to identify and repair errors in our Applications. If we have collected and retained your personal information for any other purpose, you have the right to request that Qorvo delete any of your personal information that we collected from you and retained, subject to certain exceptions. Once we receive and confirm your verifiable consumer request (see Exercising Access, Data Portability, and Deletion Rights), we will delete (and direct our service providers to delete) your personal information from our records, unless an exception applies.

Exercising Access, Data Portability, and Deletion Rights
To exercise the Right to Know, data portability, and deletion rights described above, please submit a verifiable consumer request to us by either:

• Calling us at 1-833-458-0040.
• Emailing us at privacy@qorvo.com
• Visiting: https://www.qorvo.com/ccpa-form

If you (or your authorized agent) submit a request to delete your information online, we will use a two-step process in order to confirm that you want your personal information deleted. This process may include verifying your request through sending you a confirmation through US mail.

If you fail to make your submission in accordance with the ways described above, we may either treat your request as if it had been submitted with our methods described above, or provide you with information on how to submit the request or remedy any deficiencies with your request.

Only you, or your agent that you authorize to act on your behalf, may make a verifiable consumer request related to your personal information. To designate an authorized agent, see Authorized
Agents below. We may request additional information so we may confirm a request to delete your personal information.

You may only make a verifiable consumer request for access or data portability twice within a 12-month period. The verifiable consumer request must:

- Provide sufficient information that allows us to reasonably verify you are the person about whom we collected personal information or an authorized agent.
- Describe your request with sufficient detail that allows us to properly understand, evaluate, and respond to it.

We cannot respond to your request or provide you with personal information if we cannot verify your identity or authority to make the request and confirm the personal information relates to you. Making a verifiable consumer request does not require you to create an account with us.

We will only use personal information provided in a verifiable consumer request to verify the requestor’s identity or authority to make the request.

**Authorized Agents**
You may authorize your agent to exercise your rights under the CCPA on your behalf by registering your agent with the California Secretary of State. You may also provide your authorized agent with power of attorney to exercise your rights. If you authorize an agent, we may require that your agent provide proof that they have been authorized exercise your rights on your behalf. We may request that your authorized agent submit proof of identity. We may deny a request from your agent to exercise your rights on your behalf if they fail to submit adequate proof of identity or adequate proof that they have the authority to exercise your rights.

**Response Timing and Format**
We will respond to a verifiable consumer request within ten (10) days of its receipt. We will generally process these requests within forty-five (45) days of its receipt. If we require more time (up to 45 days), we will inform you of the reason and extension period in writing.

Any disclosures we provide related to a Right to Know request will only cover the 12-month period preceding the verifiable consumer request’s receipt. The response will also explain the reasons we cannot comply with a request, if applicable. For data portability requests, we will select a format to provide your personal information that is readily useable and should allow you to transmit the information from one entity to another entity without hindrance.

We do not charge a fee to process or respond to your verifiable consumer request unless it is excessive, repetitive, or manifestly unfounded. If we determine that the request warrants a fee, we will tell you why we made that decision and provide you with a cost estimate before completing your request.

7. **Non-Discrimination**
We do not offer financial incentives for the use of your personal information. We will not discriminate against you for exercising any of your CCPA rights. Unless permitted by the CCPA, we will not:

- Deny you goods or services.
• Charge you different prices or rates for goods or services, including through granting discounts or other benefits, or imposing penalties.

• Provide you a different level or quality of goods or services.

• Suggest that you may receive a different price or rate for goods or services or a different level or quality of goods or services.

8. **Changes to This California Application Privacy Addendum**

Qorvo reserves the right to amend this California Application Privacy Addendum at our discretion and at any time. When we make changes to this California Application Privacy Addendum, we will post the updated addendum on the Website and update the addendum’s effective date. **Your continued use of our Applications following the posting of changes constitutes your acceptance of such changes.**

9. **Contact Information**

If you have any questions or comments about this California Application Privacy Addendum, the ways in which Qorvo collects and uses your information described above and in this California Application Privacy Addendum, your choices and rights regarding such use, or wish to exercise your rights under California law, please do not hesitate to contact us through any of the contact information described in the Mobile Application Privacy Addendum.